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POLITICA MARCO DEL SISTEMA DE GESTION DE SEGURIDAD DE LA
INFORMACION

INCEPTIA S.R.L.
Objetivo

La presente Politica Marco del Sistema de Gestion de Seguridad de la
Informacion (SGSI) tiene como objetivo establecer los principios, compromisos y
lineamientos generales que guian la proteccion de los activos de informacion de
Inceptia S.R.L., asegurando la confidencialidad, integridad y disponibilidad de la
informacidn, asi como el cumplimiento de los requisitos legales, regulatorios,
contractuales y normativos aplicables.

Generalidades

Inceptia S.R.L. reconoce que la informacidén constituye un activo critico para el
desarrollo de sus actividades y para la prestacidon de los servicios tecnoldgicos
ofrecidos a sus clientes.

En este sentido, la Organizacion asume el compromiso de proteger los activos de
informacioén frente a amenazas internas y externas, intencionales o accidentales,
gue puedan comprometer su confidencialidad, integridad o disponibilidad.

La presente Politica Marco refleja el compromiso de la Direccién con la
implementacion, mantenimiento y mejora continua del Sistema de Gestion de
Seguridad de la Informacién, alineado con los requisitos de la norma ISO/IEC
27001y con las buenas practicas internacionalmente aceptadas en materia de
seguridad de la informacion.

Esta politica constituye el nivel superior del marco normativo de Seguridad de la
Informacion de Inceptia S.R.L. y se complementa con politicas especificas,
directivas, estandares y procedimientos que desarrollan y detallan los controles y
medidas de seguridad aplicables.

Directrices

Para el cumplimiento de esta Politica Marco, la Direccion de Inceptia S.R.L.
establece las siguientes directrices generales:

Inceptia S.R.L. se compromete a proteger la confidencialidad, integridad y
disponibilidad de la informacion bajo su control, mediante la implementacion de
controles de seguridad adecuados al nivel de riesgo identificado.

La Organizacion asegurara el cumplimiento de las leyes, regulaciones, requisitos
contractuales y normativas internas aplicables en materia de seguridad de la
informacion y proteccion de datos.
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ELIGENCIA ARTIFICIAL

Se realizaran evaluaciones periddicas de riesgos de seguridad de la informacion,
con el objetivo de identificar, analizar y tratar las amenazas y vulnerabilidades que
puedan afectar a los activos de informacién propios y de terceros.

El acceso a la informacién y a los sistemas sera gestionado de acuerdo con los
principios de necesidad de conocer y minimo privilegio, garantizando que solo el
personal debidamente autorizado acceda a la informacioén sensible.

Inceptia S.R.L. contara con procedimientos formales para la deteccién,
notificacion, analisis y tratamiento de incidentes de seguridad de la informacion,
asegurando una respuesta oportuna y eficaz ante cualquier evento que
comprometa la seguridad.

La Organizacion promovera programas de capacitacion y concientizacion en
seguridad de la informacion, fomentando una cultura organizacional orientada a
la proteccién de los activos de informacion.

Se definiran, implementaran y mantendran planes de continuidad del negocio y
recuperacion ante incidentes, con el fin de garantizar la disponibilidad de los
servicios y la continuidad de las operaciones ante eventos adversos.

El Sistema de Gestidén de Seguridad de la Informacién sera revisado y mejorado
de manera continua, considerando los cambios en el contexto organizacional,
tecnologico y del negocio, asi como la evolucidon de las amenazas a la seguridad
de la informacion.



